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1 Parameter configuration

1.1 Preparation before router configuration

After completing the hardware installation, you need to ensure that themanagement computer has an
Ethernet card installed before logging in to the router'sWeb setting page.

1.1.1 Obtain ip address automatically (recommended)
Please set the management PC to "Obtain IP address automatically" and "Obtain DNS server address

automatically" (computer systemDefault configuration), the device automatically assigns an IP address to
themanagement PC.

1.1.2 Set static ip address
Please set the IP address of the management PC (for example: 192.168.2.11) and the IP address of the

LAN port of the device in the same network segment (the initial IP address of the device's LAN port is
192.168.2.1, and the subnetmask is 255.255.255.0).

Open "Control Panel"-"Network and Internet"-"Network Connections"-"Local Area Connection" and
modify as follows:
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1.2 Login configuration page

Open IE or other browsers and enter 192.168.2.1 in the address bar. After the connection is established,
log in as the system administrator (admin) in the pop-up login interface, enter the password in the login
interface (the default password is admin).

The default login password is admin. If the user needs to protect the configuration interface to avoid
being modified by others, you can modify the login password, click "Equipment Manager"-"Modify
Password", then fill in the password to bemodified, and then "SAVE&APPLY", as follows:
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2 Network Setting

2.1 Modify static login page address

The default static address of the router is 192.168.2.1. You can modify the static ip address in the
navigation bar "Network Settings"-"LAN Setting". After themodification, the new ip address will be used to
log in to the page.

IP Address:Fill in the ip address to bemodified.
Netmask:Fill in netmask.
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2.1 SIM card 2/3/4G Internet access

The router uses SIM card 2/3/4G to surf the Internet by default. You can see the information of the SIM
card in the navigation bar "Routing Status"-"Status", and you can check the network is 2/3/4G and the
signal of themobile phone card in the upper right corner.

If you use an ordinary mobile phone data card, you don't need to care about the location of the APN
setting, and the default is empty. If you use an APN card, you need to set the APN in "Network Settings"-"4G
Modem"-"General Setup", fill in by yourself.
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Network diagnosis: It is to deal with network abnormalities. Ping the set ip address every 5s. After the
abnormal number of pings, the network still cannot be pinged, and the network will be re-registered. You
can set network diagnostics in both "Basic Settings" and "Advanced Settings", or you don't need to enable
network diagnostics, just leave it unchecked.

"Network Settings"-"4G Network"-"Advanced Settings" can bind 2/3/4G. If the service type is selected
as LTE Only, it means that only 4G network is used. If it is not 4G, there will be no network automatically .
The default is 2/3/4G. Which onewill be used first if the network signal is stronger, and 4Gwill be used first.
Locking the frequency band is forbidden. The frequency band with good signal is preferred. You can also
lock the frequency band according to your needs. If the locked frequency band is unsuccessful, themodule
does not support this frequency band temporarily. Click “SAVE&APPLY”.
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Note:
 Ordinary 4Gmobile phone card can go onlinewithoutworrying about APNsettings
 If you use APN dedicated network card, you must fill in the APN address, user name and

password
 Different operators have different specifications of APN dedicated network cards, APN address,

user name and password (if any, please refer to the chapter of APN setting table) or consult the
local operator.

2.3 DHCP server

DHCP adopts the client/server communication mode. The client makes a configuration request to the
server, and the server returns the corresponding configuration information such as the IP address
assigned to the client to realize the dynamic configuration of the IP address and other information.

DHCP client configuration (usually the default): select "Network Settings"-"DHCP Settings" in turn,
“SAVE&APPLY”.

Turn off DHCP: Click to turn off the DHCP server
Start: the starting address of the assigned dhcp server, such as 100, which means the assignment

starts from 192.168.2.100
Number of customers: the number of IP addresses that can be allocated, ensure that the starting

number plus the number of customers cannot exceed 150
Lease time: the length of time of the assigned IP.
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2.4 WAN port settings

2.4.1 DHCP client
Navigation bar "Network Settings"-"wan Settings", Switch protocol of the WAN port to a DHCP

address (DHCP client), and the upper-level device needs to be able to assign an IP to thewan port.

2.4.2 PPOE dial
If the wan port needs to dial-up to access the Internet, you need to select ppoe dial-up, and fill in the

user name and password according to the actual situation.
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2.4.3 Static Address
Thewan port can also choose to set the ip addressmanually.
Protocol: Static address
IP Address: It can be in the same network segment as the upper-level route, but the upper-level route

cannot be the same as the address of the LAN port of your own device, otherwise conflicts will occur. For
example, the superior route is 192.168.1.1, sowrite 192.168.1.xxx here.

Netmask: generally 255.255.255.0.
Gateway: such as 114.114.114.114, 8.8.8.8, etc.
DNS: such as 114.114.114.114, 8.8.8.8, etc.
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2.4.4 As Lan (convert WAN port to LAN port)
If you need to convert the WAN port to a LAN port, change the wan setting protocol to "As lan", click

"SAVE&APPLY", you can convert thewan port to a lan port.

2.5 Wireless AP

2.5.1 WIFI Access Point

The router supports both the wireless AP and the client to be turned on at the same time. It can open a
wifi for other devices to connect and connect to otherwifi. This function can realizewireless relay.

The router generally defaults wireless AP to be turned on, there is a wifi name of SLK-Routers_XXX,
the default password is slk100200.

Click DISABLE to close router’s AP for your needs.
Modify ESSID to rename theWiFi.
We suggest aMixedMode for the APEncryption and also the Key should bemodified too.
Channel and Width have an impact on wireless quality,change them according to the actual use

environment.
After the configuration is complete, click "Save&Apply" tomake it effective.
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2.5.1 WIFI Client
The WIFI Client is not enabled by default, you need to check to enable it in the navigation bar "WIFI

Client".

Then select the client wifi interface: select WIFI in the SSID list, change the security option according
towhether there is a password,No Encryption、WPA-PSK、WPA-2PSK、WPA-PSK/WPA2-PSKMixedMode,

WDS is not checked by default.



14 / 52 14 / 52

SLK-R602 Series Industrial 4G/3GRouter

WEB：www.seriallink.net e-Mail：info@seriallink.net

After successfully connecting toWIFI, theWIFI statuswill be displayed.

WIFIwireless client advanced settings protocol selection:
A.DHCP address (default): The WiFi client automatically obtains the IP address assigned by the
superior route.

B.Static address: The WiFi client uses the user-configured IP address, subnet mask, gateway, and
DNS.

C.Bridge Lan: Use the LAN port configuration IP address, subnet mask, gateway, DNS, Lan port
configuration reference WIFI wireless client advanced settings static address (relay mode select
this item).
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2.5.3 WIFI repeater
This section describes how to extend the wireless signal length by means of relays. In this

configuration mode, the computer terminal connected to the SLK-R602 is in the same IP address segment
as themainwireless network.

①Change the local IP address

It is necessary to modify the local IP address of SLK-R602 to be in the same network segment as the
main wireless AP. For example, the IP address of the main wireless AP to be connected is 192.168.16.1, then
modify the IP address of SLK-R602 to 192.168.16.65. It should be noted that the LAN port gateway is empty by
default. After using the relay mode setting, if you need to connect to the Internet through the WAN port in
the future, you need to delete the gateway information in the LAN settings to avoid the situation of being
unable to access the Internet.

②Connect to the main wireless AP

In the navigation bar "Network Setting" - "WIFI Client", check to enable the WIFI wireless client, and
configure the connection to the main wireless AP. For example, the SSID of the main wireless AP to be
connected here is 赛诺联克 , and the password is slk100200,Search and select the SSID as shown in the

figure below, fill in the password, select “Bridge Lan” from “Protocol”, and click “SAVE&APPLY”.
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It should be noted that in this mode, the main wireless AP no longer assigns an IP address to this
SLK-R602. Therefore, the obtained IP address will not be updated in "Status", and you can confirmwhether
the connection is successful through the icon color andMAC address. The picture below is successful.

③Disable DHCP

Disable the DHCP server function of the SLK-R602. In this way, the SLK-R602 no longer assigns IP
addresses to the connected devices, and all devices connected to the local area network are assigned IP
addresses by themainwireless to realize communication on the same network segment.



17 / 52 17 / 52

SLK-R602 Series Industrial 4G/3GRouter

WEB：www.seriallink.net e-Mail：info@seriallink.net

2.6 Time Reboot

Navigation bar "Network settings" - "Restart time", the user can check the enabling and set the daily
restart time, pay attention to check whether the device time is correct, click the button to modify the
correct time.

2.7 Network backup

It is mainly used to connect the Internet, whether the wired (i.e. WAN port) or 4G network orWiFi client
is preferred, the network with the main link is preferred, and the network with the backup route is used
when themain link has no network.

Network backup is off by default. You need to check enable and then configure it according to the
actual situation.
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Configure according to the table below.

General settings@ linkmanagement

Project Explain Default

Main Chain You can choose “WAN”, “SIM1” or “WIFI”.
WAN: usingWan as themainwired link
SIM1: use Sim1 as themainwireless link
WIFI: use theWiFi client as themainwireless link
Note: WiFi link is only available when WiFi client mode is

turned on. Please refer to "5.2" for details.

WAN

Backup Link You can choose “WAN”, ”SIM1”, ”WIFI” or “NONE”.
WAN: awired link usingWan as backup
SIM1: wireless link using Sim1 as backup
WIFI: wireless link usingWIFI client as backup
Note: WIFI link is only available when WIFI client mode is

turned on. Please refer to "5.2" for details.
NONE: the backup link is not allowed

NONE

BackupMode Select "Cold Backup" or "Hot Backup"
Cold backup: the backup link is dialed online only when it is
switched
Hot backup: the backup link is always online
Note: hot backup is not applicable to dual sim card backup.

Cold Backup

Recovery Interval When the backup link is used in cold backup mode, it
specifies how many minutes to wait to switch back to the
main link to detect whether themain link returns to normal. 0
means no active switchback.
Note: this function is displayed only when cold backup mode

is selected.

1

Abnormal Restart Click the button to turn on/off the abnormal restart function. OFF
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When enabled, the device will restart when no link is
available.

2.8 Watchcat

In the navigation bar "Network Setting" - "Watchcat", the network self-check function is disabled by
default, and the network self-check allows setting periodic restarts or restarts when the network is
abnormal.

If you need to activate this function, click Add, enter the configuration and click "SAVE&APPLY".

A.Forced reboot delay: When rebooting the system the watchcat will trigger a soft reboot, Entering a non
zero value here, will trigger a delayed hard reboot if the soft reboot fails. Enter a number of seconds to
enable, use 0 to disable

B.Period: In periodic mode, it defines the reboot period. In internet mode, it defines the longest period of
time without internet access before a reboot is engaged.Default unit is seconds, you can use the suffix
'm' forminutes, 'h' for hours or 'd' for days

C.Ping host: Host address to ping
D.Ping period:How often to check internet connection. Default unit is seconds, you can you use the suffix 'm'
forminutes, 'h' for hours or 'd' for days
1.Reboot on internet connection lost

2.Periodic reboot
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After adding and configuring, click "SAVE&APPLY" to take effect. To delete the configuration, just click
the "DELETE" button in the upper right corner, and then "SAVE&APPLY".

2.9 Diagnosis

Through network diagnosis, you can determine whether the router and the connected device can
communicate with each other, whether the device can access the Internet, and whether the device is
successfully connected to the VPN. It can also be used to test other aspects, and you can test it according to
your own needs.

Navigation bar "Network Setting" - "Diagnosis".
Baidu, seriallink, 8.8.8.8: It is generally used to test whether the device can access the Internet. If it can

ping, it means the device can access the Internet. If it cannot ping, it means that the device cannot access
the Internet.

Custom input box: generally used to test whether the connected device can be pinged.
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3 Firewall

3.1 Firewall on and off

The firewall is enabled by default. When doing DMZ and port mapping, you need to disable the firewall.
Steps to disable the firewall are in the navigation bar "Routing Setting"-"Firewall", select the firewall to
disable, and click "SAVE&APPLY".

3.2 DMZ setting

The DMZ function can map the WAN port address to a host on the LAN side; all packets to the WAN
address will be forwarded to the destination.Set the LAN side host to achieve two-way communication. In
fact, a host in the intranet is completely exposed to the Internet and all ports are opened.It is equivalent to
all portmapping. It is equivalent to using the public IP directly.

First, you need to disable the firewall.

In the navigation bar, "Route Setting"-"DMZ", click Enable, set the ip address assigned by the lan port
to the connected device, and forward all the ports of the connected device, which can be directly accessed
through the ip address of thewan port.
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Check Enable.
Internal IP address: Fill in the ip assigned by the lan port to the downstream device or the ip of the

machine.

Viewwan port IP Address:

Through the devicewan port ip, you can access all the ports of the device just filled in.
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3.3 Port Forwarding

Compared with DMZ, port forwarding is more refined control. Data packets sent to a certain port can
be forwarded to a certain host on the LAN side, and different ports can be transferred to different hosts.

First, you need to disable the firewall.

Navigate to the "Routing Settings"-"Port Mapping" settingmenu in the navigation bar, and enter the
"Port Forwarding" interface to configure.

Name: Specify the name of this rule, you can give ameaningful name.
Protocol: Specify the protocol to be forwarded, which can be TCP, UDP, or TCP/UDP.
Internal IP address: select the IP address that needs to be forwarded to the external network.
Internal port: the port to be forwarded by the downstreamdevice.
External port: add this external port through thewan port ip to access the downstream device
After configuration, click the "Add" button to add a forwarding rule. Click the "SAVE&APPLY" button to

make the rule effective.

After the addition is successful, therewill be an additional port forwarding rule, click "Save&Apply" to
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make the rule effective.

Viewwan port IP Address:

Through the wan port ip: remote port number, you can access the port number opened by the port
forwarding device just configured.(access 192.168.2.195:500 through 172.31.1.104:80)
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3.4 Intranet penetration (frp)

Frp usesmachines behind the internal network or firewall to provide http or https services inmultiple
external network environments. For http and https services, it supports domain-based virtual hosts and
supports custom domain name binding, so that multiple domain names share a port 80; Use machines
behind the internal network or firewall to provide tcp and udp services in the external network
environment, such as accessing the host in the company's internal network environment through ssh at
home.

Frp mainly realizes the functions: the external network accesses the internal network machine
through ssh; the external network accesses the internal network machine through the public network
address plus the port number and the port forwarded by frp; the custom binding domain name accesses
the internal networkweb service.

The prerequisite for configintranet penetration is to ensure that the router can access the Internet. If
the router cannot access the Internet, the intranet penetration cannot be done. Navigation bar "Equipment
Manage"-"diagnosis"; and disable the firewall, navigation bar "routing settings"-"firewall".

Ping Google on the diagnostic page. If it can ping, itmeans that the device can go online.
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Disable firewall:

Preparation before configuration:
(1) One public network server.
(2) One router (a router that supports frp, that is, 1 intranet server).
(3) One domain name is bound to the public network server.
Frp client configuration is as follows:
(1) The client needs to add the server configuration first to connect to the server, the navigation bar

"Application Manage"-"Frpc", select the Servers, there is an empty server by default, you can click to
modify it directly, or You can directly delete and add one yourself.
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(2) After clicking "Add" or "Modify", a page for Edit-Frps Server will pop up. Configure it according to
the settings of the server. After the configuration is complete, click "SAVE&APPLY".

Alias: Customize a frp server alias, whichwill be usedwhen using the server.
Server addr, Server port, Token, TcpmuxMust be consistentwith the server.

(3) After successful configuration, therewill be a server, click "SAVE&APPLY" to let the server run.
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(4) Next, enter the "Settings" page of "Intranet Penetration", start the frpc client, and configure
according to the following figure. After the configuration is completed, click "Save & Apply", and the
"Settings" page will appear after the configuration is completed The service is running", which proves that
the frp client has been started.

Enabled: Enable frpc service.
Server: Fill in the server alias you just customized.
Run daemon as user: One group is the default choice, you can choose according to your needs.
Enable logging: Check according to your needs.
Click "SAVE&APPLY" after configuration.

The “Setting” page shows that it is running, indicating that frpc is started.
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(5) Next, enter the "Rules" page of "Intranet Penetration". The page itself has a rule. You can modify
this rule or delete this rule and add a new rule. The final effect of the two methods is the same.Choose to
modify the original rules or add new rules.

(6) After adding, a "Edit Proxy Rules" page will pop up, and there will be different protocol types, and
different protocol types implement different functions.
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3.4.1 Add TCP proxy protocol
The TCP protocol supports ssh connection, and also supports forwarding the page port (usually port

80), and the page of the local device can be accessed through the public network: remote port.
On the "Edit Proxy Rules" page, configure as shown below according to your needs. After the

configuration is complete, click "Save & Apply" and you will return to the "Proxy Rules" page. There will be
an extra rule on the page. Click "Save &" again. Apply" to make the rule effective, and finally through the
public network ip: port number (format: 111.111.111.111:6001 where 111.111.111.111 is the public network address) to
access the local port opened by the local device. You can addmultiple tcp rules, just ensure that the remote
port is not the same. If the remote port is the same as the previous setting, the latest one will overwrite the
previous one, and the previous rulewill not take effect.

Disable: Check it to disable this rule.
ProxyName: Customize a Proxy Name.
Type: Choose TCP protocol.
Local IP: Fill in the IP of the device to be accessed remotely. The ip is mainly the ip address of the local

device or the ip address assigned by the lan port for the device connected to it.
Local port: Fill inwhich port to remotely access the device.
Remote port: Fill in a port number that is not used by the server, and you can access the Local port

opened by the internal device through the public network ip and this remote port number.
Use encryption,Use compression: These two are checked according to your needs.
Click "SAVE&APPLY" after configuration.
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After successfully adding a new rule, click "SAVE&APPLY" tomake the rule effective.

Through the public network ip: remote port, you can access the corresponding device's open port on
the public network (that is, 111.111.111.111:6001 to access 172.31.1.104:80)

You can add multiple tcp rules, and you need to ensure that the remote port number is not repeated
with the previous setting. If it is repeated, the previous rules will be overwritten and the previous rules will
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not take effect. You can connect to the device through ssh, the same is the public network ip: remote port
number (111.111.111.111:6000).

3.4.2 Add STCP proxy protocol
(1) STCP needs to configure the client and access terminal. Among them, 192.168.2.99 (the device

connected to the lan port) is used as the client, and the PC is the access terminal. The access terminal can
access the client by binding the local IP and port.

Disable: Check it to disable this rule.
ProxyName: Customize a Proxy Name.
Type: Choose STCPprotocol.
Local IP: Fill in the IP of the device to be accessed remotely. The ip is mainly the ip address of the local

device or the ip address assigned by the lan port for the device connected to it.
Local port: Fill inwhich port to remotely access the device.
SK: Set a password, which is neededwhen the client accesses it.
Use encryption,Use compression: These two are checked according to your needs.
Role, Server name, Bind addr, Bind port: These four parameters do not need to be filled in as the client.
Click "SAVE&APPLY" after configuration.

A new rule is successfully generated, click "Save&Apply" tomake the rule effective.
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If the PC wants to be the access terminal to access the router's downstream equipment, it needs to be
a frp client, and it is also the stcp protocol, but it must set the visitor role and bind the local address and port.
Windows frp files can be downloaded from the company's official website. After downloading, open the
frpc_602.ini configuration file for configuration.
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Use the shortcut key "win+R" and enter "cmd" to quickly open the cmd command line.

Enter in the command line: “cd C:\Users\Administrator\Desktop\frp_0.25.1_windows_amd64”, then
enter “frpc.exe -c frpc_602.ini”.

Access the client according to the local address and port bound by frpc_602.ini
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(2) If there are two routers, one router wants to remotely access the other router or the downstream
equipment of the other router, then onewill be the stcp access terminal and the otherwill be the stcp client.
The configuration is as follows

① Configure the client

Add new rule
Disable: Check it to disable this rule.
ProxyName: Customize a Proxy Name.
Type: Choose STCPprotocol.
Local IP: Fill in the IP of the device to be accessed remotely. The ip is mainly the ip address of the local

device or the ip address assigned by the lan port for the device connected to it.
Local port: Fill inwhich port to remotely access the device.
SK: Set a password, which is neededwhen the client accesses it.
Use encryption,Use compression: These two are checked according to your needs.
Role, Server name, Bind addr, Bind port: These four parameters do not need to be filled in as the client.
Click "SAVE&APPLY" after configuration.
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A new rule is successfully generated, click "Save&Apply" tomake the rule effective.

②Configure access point
The binding address can be the ip address of your ownmachine, or the ip assigned by the lan port to the

connected device.
Disable: Check it to disable this rule.
ProxyName: Customize a Proxy Name.
Type: Choose STCPprotocol.
Local IP, Local port: These two do not need to be filled in as the access point.
Role: The role of the visitor should be filled in "visitor".
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Server name: "Proxy Name" set by the client.
SK: Fill in the "SK" set by the client to be consistent
Bind addr, Bind port: Bind the ip and port of themachine, the client can be accessed through this ip and

port.
Use encryption,Use compression: These two are checked according to your needs.
Click "SAVE&APPLY" after configuration.

A new rule is successfully generated, click "Save&Apply" tomake the rule effective.

Access the client through the bound ip address and bound port of the access terminal.
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3.4.3 Add UDP proxy protocol
The UDP protocol is used to transmit a large amount of data. The port of the connected device needs to

support the udp protocol. Open the port that supports the udp protocol to the public network, and then data
can be transmitted through the public network plus the remote port number. Multiple udp protocol rules
can be configured.

Disable: Check it to disable this rule.
ProxyName: Customize a Proxy Name.
Type: Choose UDP protocol.
Local IP: Fill in the IP of the device to be accessed remotely. The ip is mainly the ip address of the local

device or the ip address assigned by the lan port for the device connected to it.
Local port: Fill inwhich port to remotely access the device.
Remote port: Fill in a port number that is not used by the server, and you can access the Local port

opened by the internal device through the public network ip and this remote port number.
Use encryption,Use compression: These two are checked according to your needs.
Click "SAVE&APPLY" after configuration.
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A new rule is successfully generated, click "Save&Apply" tomake the rule effective.

Select the udp protocol, use the public network ip and remote port to access the router's downstream
equipment.
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3.4.4 Add HTTP proxy protocol
For http and https services, it supports domain-based virtual hosts, and supports custom domain

name binding, so that multiple domain names share a port 80, and access intranet web pages through
custom domain names. Multiple http rules can be configured, and can be accessed directly through a
custom domain name. After the configuration is complete, you can access the corresponding web page
through the custom domain name plus the http penetration port provided by the server (vhost_http_port).

Disable: Check it to disable this rule.
ProxyName: Customize a Proxy Name.
Type: Choose HTTP protocol.
Local IP: Fill in the IP of the device to be accessed remotely. The ip is mainly the ip address of the local

device or the ip address assigned by the lan port for the device connected to it.
Local port: Fill in theweb port number of the device
Use encryption,Use compression, HTTP user, HTTP password: These four are checked according to

your needs.
Click "SAVE&APPLY" after configuration.
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A new rule is successfully generated, click "Save&Apply" tomake the rule effective.

Browser login openwrt1.frp1.sifangtx.com:8080 to enter the client routing management page, where
8080 port is the intranet penetration port provided by the server (ie vhost_http_port), and
openwrt1.frp1.hytera.com is a custom domain name.Multiple http rules can be configured in this way, and
the custom domain names need not be the same.

4 VPN (Virtual Private Network)

When configuring VPN, you need to disable the firewall first. Nomatterwhich VPN you use, you need to
disable the firewall first.
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4.1 PPTP VPN

In the navigation bar "Virtual Private Network"-"PPTP VPN", select Enable, fill in the server address,
fill in the user name and password according to the server settings, and click "Save&Apply".

After the connection is successful, an address assigned by the serverwill appear in the status bar.

4.2 L2TP VPN

In the navigation bar "Virtual Private Network"-"L2TP VPN", select Enable, fill in the user name and
password according to the server settings, and click "Save&Apply".
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After the connection is successful, an address assigned by the serverwill appear in the status bar.

4.3 OPENVPN

Navigation bar "Virtual Private Network"-"openvpn",
Choose tun or tap as you are using on the server.
Connecting to a TCP or UDP server depends on your server config.
If your server IP is 123.123.123.123 ,1194 as remote port ,then fill port with 1194 and complete remote with

123.123.123.123 1194
Separately upload the corresponding files including ca.crt ,client.crt and client.key
Click "SAVE &APPLY" after all configurations are consistent with the server
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Check relink to indicate that you can disconnect and reconnect the server after restoring the networ.
Other configurations are supposed to consistent with the server configuration.
verb is the log output verbosity, the higher the verbosity, themore detailed the log content.
We disable comp_lzo by default,if you configure it as yes on your server,choose yes.
Selet server in option remote_cert_tls.
If you want to communicate between clients,click client_to_client.
SAVE&APPLY.
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After the connection is successful, an address assigned by the serverwill appear in the status bar.
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5 Basic Management (Device Management)

5.1 Date Time

The default time synchronization is enabled. If necessary, you can change the NTP server to
synchronize the time of the server.

Navigation bar "EquipmentManage"-"Date Time"
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5.2 Language Setting

Change the language displayed on the page according to your needs. You can choose English or
Chinese and change it in the navigation bar "DeviceManagement"-"Language Settings".

5.3 Backup File

The backup function can be used to generate device configuration files and download them
locally.
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The downloaded configuration file is as follows.

The recovery function restores device configuration through local configuration files, and during the
recovery process, the devicewill restart.

5.4 Upgrade firmware

Navigation bar "Equipment Manage"-"Upgrade Firmware", Uncheck “keep setting”, select the file and
click "UPDATE". After uploading, a page with MD5 verification code will appear. Click "Execute" to upgrade.
The upgrade will take a certain amount of time, about 1~ 2 minutes, after the upgrade is complete, log in to
the page again through "192.168.2.1".
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5.5 Factory Reset

Factory reset is generally when the device fails to enter the device page, or there are many function
settings, when you want to reset, you can restore the factory settings, the navigation bar "Equipment
Manage"-"Factory Reset", Click "Execute Reset" to restore the device to factory defaults.

5.6 Device restart

The device can be restarted through the page, the navigation bar "devicemanagement"-"restart", click
"execute restart" to restart the device.

You can also set the scheduled restart. To set the scheduled restart, you need to check "Enable", and
click "SAVE &APPLY" after setting the time.
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5.7 Page Exit

Click "Exit" to exit the page.


